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Education
2017–2020 Ph.D. in Computer Science and Systems Engineering, University of Genoa.
2010-2015 Master in Computer Science, University of Genoa (Italy), 110/110 cum laude.

Thesis
Ph.D. “Novel Attacks and Defenses in the Userland of Android” (2020)

Master “A new permission handling in Android” [1] (2015)

Work Experience
2022-now Assistant Professor, Eurecom, Sophia Antipolis/France.

2021-2022 Research Engineer, Eurecom, Sophia Antipolis/France.
2020-2021 Postdoctoral Researcher, Eurecom, Sophia Antipolis/France.

2020 Malware Analyst, NDA.
2015-2017 Android Pentester, Talos srls, Genoa/Italy.
2007-2010 Network and Computer Systems Administrator, Teknoos, Savona/Italy.

Teaching
2023-now Introduction to Cybersecurity, for Eurecom (France).

2017-2020 Android Reverse Engineering, for Talos srls in private companies.
2018-2019 Mobile Security, Master in Cybersecurity, University of Genoa (Italy).
2017-2019 Android Programming, B.Sc. Computer Engineering, University of Genoa (Italy).
2017-2018 Operating Systems, B.Sc. Computer Engineering, University of Genoa (Italy).

Services
2020-now International Symposium on Research in Attacks, Intrusions and Defenses (RAID)
2023-now USENIX Security Symposium

Third-Party Funded Projects
2022-now DefMal, PEPR Cyber Security Research Project on Malware Analysis
2023-now CKRISP, ANR Research Project on Artificial Intelligence
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Research Topics by Keyword
{ Artificial Intelligence [2, 5, 9, 10, 12, 14]
{ Human subject research [8, 10]
{ Malware Analysis [2, 5, 9, 10, 13]
{ Phishing [3, 11]
{ Reverse Engineering [1, 4, 6, 7, 8]
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