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IoT Environments, Proc. of the 17th Conference on Computer Science and Intelligence 
Systems, Sofia, Bulgaria, 2022. 
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14. Pizzimenti S., Oberti A., Wrona K., Calzarossa M. C.: Sensitive or not? How to attack and 
defend document security classification models, in Proc. of the NATO STO IST-190 Research 
Symposium on AI, ML and BD for Hybrid Military Operations (AI4HMO), (online), 2021. 
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26. Wrona K., Szwaczyk S., Amanowicz M., Gierłowski K., SDN testbed for validation of 
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