**INFORMATIVA PER I TRATTAMENTI DATI RELATIVI ALLA VIDEOSORVEGLIANZA**

*resa ai sensi degli articoli 13 e* 14 *del* [*Regolamento UE n. 2016/679*](https://eur-lex.europa.eu/legal-content/IT/TXT/PDF/?uri=CELEX:32016R0679&from=IT) *(GDPR)*

Gentile Interessato/a,

conformemente alla normativa vigente, l’Università degli Studi di Genova, nel rispetto della tutela della Sua riservatezza e dei Suoi diritti, impronta il trattamento dei dati personali che La riguardano ai principi di cui all’art. 5 del GDPR, tra i quali liceità, correttezza e trasparenza, adeguatezza, pertinenza e limitazione, esattezza e aggiornamento, non eccedenza e responsabilizzazione.

Ai sensi degli articoli 13 e 14 del GDPR, Le forniamo le seguenti informazioni:

|  |  |
| --- | --- |
| TITOLARE DEL TRATTAMENTO DEI DATI | Università degli studi di Genova, nella persona del Rettore *pro tempore*.I dati di contatto sono:Rettorato – Genova, Via Balbi, n. 5Telefono:(+39) 010209-9221, (+39) 010209-51929e-mail: rettore@unige.it PEC: protocollo@pec.unige.it  |
| DATA PROTECTION OFFICER (DPO) | Presso il titolare del trattamento è presente il responsabile della protezione dei dati (DPO). I dati di contatto sono:Telefono: (+39) 3385021237e-mail: dpo@unige.it  |
| BASE GIURIDICA E FINALITÀ DEL TRATTAMENTO  | Il trattamento dei dati personali è effettuato:* In quanto necessario per l’esecuzione di un compito di interesse pubblico o connesso all’esercizio di pubblici poteri di cui è investito il titolare del trattamento (art. 6, par. 1, lett. e) del GDPR)
* per il perseguimento del legittimo interesse del titolare del

trattamento o di terzi (art. 6, par. 1, lett. f) del GDPR)* in quanto necessario per adempiere un obbligo legale al quale è soggetto il titolare del trattamento (art. 6, par. 1, lett. c) del GDPR)

I dati saranno trattati per le seguenti finalità: * garantire la sicurezza e l’incolumità del personale universitario, degli studenti e dei frequentatori a vario titolo degli spazi universitari
* tutelare il patrimonio dell’Ateneo da atti vandalici, danneggiamenti e furti, prevenendo e perseguendo il compimento di eventuali atti illeciti
* prevenire e rilevare accessi illeciti e non autorizzati agli spazi di pertinenza dell'Ateneo.

I dati possono essere trattati per necessità investigative dell'Autorità giudiziaria o di forze di Polizia.Si evidenzia che, ai sensi dell’art. 4, Legge n. 300/1970 (Statuto dei Lavoratori), i sistemi adottati non costituiscono in alcun modo strumento di controllo a distanza dell’attività lavorativa dei docenti, del personale tecnico-amministrativo e di tutti coloro che operano a vario titolo nell'Ateneo. |
| CATEGORIE DI DATI TRATTATI | I dati personali raccolti e trattati tramite il sistema di videosorveglianza sono le immagini di persone e cose (es. mezzi di trasporto) che si trovano nel raggio di ripresa delle telecamere. |
| OBBLIGO DI CONFERIMENTO DEI DATI  | Il conferimento dei dati è obbligatorio e strettamente strumentale all'accesso agli spazi dell’Ateneo sottoposti a videosorveglianza. Il mancato conferimento potrà comportare l’impossibilità per l’interessato di accedere a tali spazi. |
| MODALITA’ DI TRATTAMENTO | La videosorveglianza di tipo *(fisso/orientabile - SPECIFICARE*) è effettuata per mezzo di telecamere (*digitali/analogiche - SPECIFICARE* che consentono la visione delle immagini in tempo reale nelle postazioni di controllo oltre che, se prevista, la registrazione delle immagini 24 ore su 24, 365 giorni all’anno (ved. “TEMPO DI CONSERVAZIONE”). La videosorveglianza è effettuata primariamente nelle aree esterne di stretta pertinenza dell’Ateneo (a titolo esemplificativo: accessi perimetrali agli edifici, aree adibite a parcheggi). Non sono installate telecamere all’interno di aule, laboratori o uffici. Le immagini sono di norma riprese in campo lungo, fatta salva la possibilità di ingrandimenti in caso di comprovata necessità. Le operazioni di trattamento avvengono prevalentemente con l’ausilio di strumenti informatici e telematici, secondo logiche strettamente correlate alle finalità sopra indicate e comunque nel rispetto dei principi di liceità, correttezza e trasparenza stabiliti dal Garante. Le registrazioni sono conservate su supporti elettronici e *storage server* ubicati presso\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_*In alternativa*Le immagini rilevate non sono conservate.Sono adottate misure di sicurezza, in conformità al dettato dell’art. 32 del GDPR per prevenire la perdita dei dati, usi illeciti o non corretti ed accessi non autorizzati, in rispondenza con la Circolare AgID 2/2017 “Misure minime di sicurezza ICT per le pubbliche amministrazioni”.Il sistema di videosorveglianza *è (collegato/non è collegato- SPECIFICARE)* con Istituti di Vigilanza privata o forze di Polizia. |
| PROCESSO AUTOMATIZZATO | Il titolare non utilizza processi decisionali automatizzati finalizzati alla profilazione  |
| TEMPO DI CONSERVAZIONE DEI DATI PERSONALI | I dati saranno conservati non oltre le 72 ore dalla ripresa, o per una durata superiore tenuto conto di eventuali periodi di chiusura della struttura. Nel caso di sospetta o evidente notizia di danno o di reato, le immagini possono essere estrapolate su espressa richiesta dell'Autorità giudiziaria o del soggetto che abbia sporto denuncia/querela. In detta ipotesi la conservazione delle immagini può essere protratta per un massimo di 7 giorni. Decorsi i termini di conservazione, le immagini sono cancellate automaticamente ed irreversibilmente |
| DESTINATARI DEI DATI PERSONALI  | I dati trattati per le finalità di cui sopra verranno comunicati e/o saranno trattati e accessibili ai dipendenti dell’Ateneo (personale docente, personale tecnico amministrativo) e ai collaboratori esterni dei competenti uffici dell’Università degli Studi di Genova che, espressamente autorizzati al trattamento, saranno a tal fine adeguatamente istruiti dal Titolare. I dati potranno essere anche comunicati a persone fisiche o giuridiche che prestano attività di consulenza o di servizio verso l’Ateneo ai fini dell’erogazione del servizio di videosorveglianza.Il titolare può comunicare i dati personali anche ad altre amministrazioni pubbliche qualora queste debbano trattare i medesimi per eventuali procedimenti di propria competenza istituzionale nonché a tutti quei soggetti pubblici ai quali, in presenza dei relativi presupposti, la comunicazione è prevista obbligatoriamente da disposizioni eurounitarie, norme di legge o regolamento.**Addetti alla videosorveglianza e manutenzione sistema**Gli incaricati, autorizzati ad utilizzare gli impianti visionando le immagini e le registrazioni, ove presenti, sono i soggetti di seguito individuati, i quali trattano i dati personali attenendosi scrupolosamente alle istruzioni fornite loro con l’atto di autorizzazione:Sig. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (es.: visione delle immagini)Sig. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (es.: visione delle immagini e delle registrazioni)Sig. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (es.: visione di immagini, registrazioni e cancellazione)Per l’efficienza e la manutenzione degli impianti, la struttura si avvale della collaborazione esterna di ……………………………………………………………… *(indicare denominazione e dati della ditta fornitrice*), che svolge esclusivamente prestazioni strumentali, subordinate alle scelte del Titolare, sull’impianto e sul relativo *software* di gestione. |
| TRASFERIMENTO DI DATI ALL’ESTERO | I dati personali non saranno trasferiti in paesi ubicati al di fuori dell’Unione europea. |
| DIRITTI DELL’INTERESSATO  | Sono diritti dell’interessato: * diritto di accesso ai dati personali ed alle informazioni ai sensi dell’art. 15 del GDPR;
* diritto di opposizione al trattamento dei propri dati personali, fermo quanto previsto in relazione alla necessità di obbligatorietà del trattamento dati per poter fruire dei servizi offerti;
* diritto di limitazione del trattamento ai sensi dell’art. 18 del GDPR;
* diritto alla cancellazione (diritto all'oblio) dei propri dati, fatta eccezione per quelli contenuti in atti che devono essere obbligatoriamente conservati dall’Università degli Studi di Genova e salvo che sussista un motivo legittimo prevalente per procedere al trattamento.

In considerazione della natura intrinseca dei dati trattati (immagini raccolte in tempo reale), non è in concreto esercitabile il diritto di aggiornamento o integrazione, nonché il diritto di rettifica di cui all'articolo 16 del GDPR. Non è, altresì, esercitabile il diritto alla portabilità dei dati di cui all'art. 20 del GDPR in quanto le immagini acquisite con il sistema di videosorveglianza non possono essere trasferite ad altri soggetti (salvo i casi di cui al punto “Categorie di destinatari dei dati ed eventuale trasferimento dati” della presente informativa). L'interessato identificabile potrà richiedere l'accesso alle registrazioni nelle quali ritiene di essere stato ripreso (allegando all'istanza idoneo documento di riconoscimento). La risposta a una richiesta di accesso non potrà tuttavia in alcun modo comprendere eventuali dati riferiti a soggetti terzi rispetto alla parte istante (a tal fine, è altresì esclusa la possibilità di applicare trattamenti di scomposizione o di mascheramento selettivo dei fotogrammi). Decorsi i termini di conservazione sopra indicati, sarà impossibile soddisfare la richiesta di accesso.Per l’esercizio dei soli diritti di accesso alle registrazioni video, nonché per ogni eventuale informazione, l’interessato può rivolgersi al Titolare del trattamento, utilizzando i dati di contatto sopra indicati. Nel caso di esercizio dei succitati diritti di opposizione, limitazione e cancellazione sul trattamento dei dati personali, l’interessato può rivolgersi al Responsabile della protezione dei dati ai contatti sopra indicati.  |
| RECLAMO | Ai sensi dell’art. 77 del GDPR, qualora ritenga che il trattamento dei dati non sia conforme a quanto previsto dalla normativa in materia, ha diritto di avanzare un reclamo al Garante italiano per la protezione dei dati personali (sito web: [www.garanteprivacy.it](http://www.garanteprivacy.it)) o all’Autorità garante dello Stato UE in cui risiede abitualmente o lavora oppure del luogo ove si è verificata la presunta violazione. |
| ULTERIORI INFORMAZIONI | La presente informativa potrebbe subire variazioni. Si consiglia, pertanto, di consultare regolarmente la pagina web <https://unige.it/privacy> dell’Ateneo.Ultimo aggiornamento all’informativa 04.2022. |